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**Testing for HTTP Incoming Requests**

This section explains how to keep track of all incoming and outgoing HTTP requests on both the client and server sides. The goal of this testing is to see if an unnecessary or suspicious HTTP request is being sent in the background.

Most Web security testing tools (for example, AppScan, BurpSuite, and ZAP) function as HTTP Proxy. This will necessitate proxy changes on the client-side application or browser. The following testing techniques are primarily focused on how we can monitor HTTP requests without making client-side changes, which will be more similar to the product usage scenario.

Please click on this URL to perform this lab <http://wstg.alnafi.com/>